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processing devices, which can be used to operate any of a
number of applications. User or client devices can include
any of a number of general purpose personal computers,
such as desktop or laptop computers running a standard or
non-standard operating system, as well as cellular, wireless
and handheld devices running mobile software and capable
of supporting a number of networking and messaging pro-
tocols. Such a system also can include a number of work-
stations running any of a variety of commercially available
operating systems and other known applications for pur-
poses such as development and database management.
These devices also can include other electronic devices, such
as dummy terminals, thin-clients, gaming systems and other
devices capable of communicating via a network.

[0183] Most embodiments utilize at least one network that
would be familiar to those skilled in the art for supporting
communications using any of a variety of commercially
available protocols, such as TCP/IP, UDP, OS], FTP, UPnP,
NFS, CIFS, and the like. The network can be, for example,
a local area network, a wide-area network, a virtual private
network, the Internet, an intranet, an extranet, a public
switched telephone network, an infrared network, a wireless
network, and any combination thereof.

[0184] In embodiments utilizing a network server, the
network server can run any of a variety of server or mid-tier
applications, including HTTP servers, FTP servers, CGI
servers, data servers, Java servers, and business application
servers. The server(s) also may be capable of executing
programs or scripts in response to requests from user
devices, such as by executing one or more applications that
may be implemented as one or more scripts or programs
written in any programming language, including but not
limited to Java®, C, C# or C++, or any scripting language,
such as Perl, Python or TCL, as well as combinations
thereof. The server(s) may also include database servers,
including without limitation those commercially available
from Oracle®, Microsofi®, Sybase® and IBM®.

[0185] Such devices also can include a computer-readable
storage media reader, a communications device (e.g., a
modem, a network card (wireless or wired), an infrared
communication device, etc.), and working memory as
described above. The computer-readable storage media
reader can be connected with, or configured to receive, a
non-transitory computer-readable storage medium, repre-
senting remote, local, fixed, and/or removable storage
devices as well as storage media for temporarily and/or more
permanently containing, storing, transmitting, and retrieving
computer-readable information. The system and various
devices also typically will include a number of software
applications, modules, services or other elements located
within at least one working memory device, including an
operating system and application programs, such as a client
application or browser. It should be appreciated that alter-
nate embodiments may have numerous variations from that
described above. For example, customized hardware might
also be used and/or particular elements might be imple-
mented in hardware, software (including portable software,
such as applets) or both. Further, connections to other
computing devices such as network input/output devices
may be employed.

[0186] As described above, one aspect of the present
technology is the gathering and use of data available from
specific and legitimate sources to improve the delivery to
users of invitational content or any other content that may be
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of interest to them. The present disclosure contemplates that
in some instances, this gathered data may include personal
information data that uniquely identifies or can be used to
identify a specific person. Such personal information data
can include demographic data, location-based data, online
identifiers, telephone numbers, email addresses, home
addresses, data or records relating to a user’s health or level
of fitness (e.g., vital signs measurements, medication infor-
mation, exercise information), date of birth, or any other
personal information.

[0187] The present disclosure recognizes that the use of
such personal information data, in the present technology,
can be used to the benefit of users. For example, the personal
information data can be used to deliver targeted content that
may be of greater interest to the user in accordance with their
preferences. Accordingly, use of such personal information
data enables users to have greater control of the delivered
content. Further, other uses for personal information data
that benefit the user are also contemplated by the present
disclosure. For instance, health and fitness data may be used,
in accordance with the user’s preferences to provide insights
into their general wellness, or may be used as positive
feedback to individuals using technology to pursue wellness
goals.

[0188] The present disclosure contemplates that those
entities responsible for the collection, analysis, disclosure,
transfer, storage, or other use of such personal information
data will comply with well-established privacy policies
and/or privacy practices. In particular, such entities would be
expected to implement and consistently apply privacy prac-
tices that are generally recognized as meeting or exceeding
industry or governmental requirements for maintaining the
privacy of users. Such information regarding the use of
personal data should be prominent and easily accessible by
users, and should be updated as the collection and/or use of
data changes. Personal information from users should be
collected for legitimate uses only. Further, such collection/
sharing should occur only after receiving the consent of the
users or other legitimate basis specified in applicable law.
Additionally, such entities should consider taking any
needed steps for safeguarding and securing access to such
personal information data and ensuring that others with
access to the personal information data adhere to their
privacy policies and procedures. Further, such entities can
subject themselves to evaluation by third parties to certify
their adherence to widely accepted privacy policies and
practices. In addition, policies and practices should be
adapted for the particular types of personal information data
being collected and/or accessed and adapted to applicable
laws and standards, including jurisdiction-specific consid-
erations that may serve to impose a higher standard. For
instance, in the US, collection of or access to certain health
data may be governed by federal and/or state laws, such as
the Health Insurance Portability and Accountability Act
(HIPAA); whereas health data in other countries may be
subject to other regulations and policies and should be
handled accordingly.

[0189] Despite the foregoing, the present disclosure also
contemplates embodiments in which users selectively block
the use of, or access to, personal information data. That is,
the present disclosure contemplates that hardware and/or
software elements can be provided to prevent or block
access to such personal information data.



